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ONLINE BANKING SERVICE AGREEMENT FOR
USER REGISTRATION
for Ministry / Company / Club Associations / Partnership firms / Sole Proprietorship
Kindly fill in BLOCK letters and sign in the appropriate space only after reading the terms and conditions. All details should be 
filled in English only. The terms and conditions, which apply to this service form an integral part of this agreement.

Corporate Customer Details

User Details

Customer Number (8 digits)    

Customer Name: .....................................................................................................................................................................................................

Please tick the purpose of form:           New User registration           Amendment to existing user

Particulars User 1 User 2 User 3 User 4

Title*

First Name*

Middle Name

Last Name*

GSM Number*

Email ID*

User ID**

* Mandatory Fields ** User ID is mandatory for processing amendments to existing user

User ID preferences (for New User registrations only)

User ID should be minimum of 8 characters and max. 28 characters. Special characters are not allowed.
If none of the 3 preferences of User ID are available then bank reserves the right to allocate any other User ID, at its sole discretion

ID Preference User 1 User 2 User 3 User 4

Preference 1*

Preference 2*

Preference 3*

Notes:
• By default, access (view or transaction) will be provided to all bank accounts linked to the Customer Number. In case access to certain accounts need to be restricted then please specify accounts to be restricted per user in Annexure A.
• Transaction type details:
• Local Funds transfers include transfers within own bank accounts, transfer to third party accounts in Meethaq Islamic Banking - Bank Muscat and transfer to other banks within Oman 
• International Funds Transfers include SWIFT payments
• Bill Payments include payments to billers and Credit cards
• Bulk Payment includes salary processing, vendor payments and other bulk payments through file uploads
• Service Requests include Deposit creation, Cheque book request, report lost/stolen card and any other requests enabled by the bank from time to time

User Access

User 1

 View Only
 Transaction Access –
Initiation Only
 Transaction Access –
Authorization Only
* Transaction Access –
Initiation & Authorization
*Authorization is required
 Yes    /    No 

 View Only
 Transaction Access –
Initiation Only
 Transaction Access –
Authorization Only
* Transaction Access –
Initiation & Authorization
*Authorization is required
 Yes    /    No 

 View Only
 Transaction Access –
Initiation Only
 Transaction Access –
Authorization Only
* Transaction Access –
Initiation & Authorization
*Authorization is required
 Yes    /    No 

 View Only
 Transaction Access –
Initiation Only
 Transaction Access –
Authorization Only
* Transaction Access –
Initiation & Authorization
*Authorization is required
 Yes    /    No 

User 2 User 3 User 4

Access type
(tick any one
option only)

If transaction access is selected then tick ()the appropriate transaction types for which access is required

* "Authorization is required Yes / No" to be marked only if user selects "Transaction Access - Initiation & Authorization".

Local Transfers

International Transfers

Bill Payments

Bulk Payments

Service Requests
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  No Authorization required. Transactions will be processed without any authorization – initiated by users with access type ‘Transac-
tion Access – Initiation & Authorization’

  Authorization required – without amount slabs
Authorization is required after initiator submits the request. Same authorization workflow for all amounts.

 Authorization required – with amount slabs
Authorization is required after initiator submits the request. Authorizer set-up based on transaction amount.

Authorization Mode - tick () the applicable option. Only one authorization mode can be selected

Authorization required - without amount slabs. (Provide details in below section if this authorization mode is selected)

Authorization required – WITH amount slabs. (Provide details in below section if this authorization mode is selected)

Authorization required (tick only one option)
 Single Authorization from any 1 Authorizer          Joint Authorization, No. of authorizers required .............................................................................................

Authorization Workflow rules (for financial transactions only) - tick () the applicable option. Only one option can be selected.

OR

OR

Authorization Level User 1 User 2 User 3 User 4

Authorizer – Group A

Authorizer – Group B

Authorizer – Group C

Specify Authorization level for each user - tick () the applicable option

From (amount in OMR) To (amount in OMR) Authorization required from

Group A Authorizer
 Any 1 Authorizer
 Any 2 Authorizers

Group B Authorizer
 Any 1 Authorizer
 Any 2 Authorizers

Group C Authorizer
 Any 1 Authorizer
   Any 2 Authorizers

+ +

Group A Authorizer
 Any 1 Authorizer
 Any 2 Authorizers

Group B Authorizer
 Any 1 Authorizer
 Any 2 Authorizers

Group C Authorizer
 Any 1 Authorizer
   Any 2 Authorizers

+ +

Group A Authorizer
 Any 1 Authorizer
 Any 2 Authorizers

Group B Authorizer
 Any 1 Authorizer
 Any 2 Authorizers

Group C Authorizer
 Any 1 Authorizer
   Any 2 Authorizers

+ +

Authorization Workflow Rules (for Financial Transactions Only)

User Signatures (Signatures of the users for whom access is requested)

Confirmation of Ministy / Company / Club Association

We have read and understood the attached Terms and Conditions of bank Online Banking Services, which forms an integral part of this documentation, and hereby irrevoca-
bly agree to abide by them.
We undertake that the undersigned have the necessary power and the authority to sign this agreement on behalf of the Ministry / Company / Club Association / Partnership 
firm / Sole Proprietorship (and any other terms and conditions, whether in agreement or otherwise) and that all other formalities, have been observed for the valid execution 
of such documentation.
We certify that the information contained herein is true and accurate and undertake to notify you immediately in writing of any future changes including but not limited to 
change in legal status of the company, authorized signatories or change in ownership.
In agreement whereof we sign hereunder on this ………………………………………… day of …………………...........................20.......

User 1 User 2 User 3 User 4

User Name

User Signature

Entity Seal / Stamp

Authorized Signatory 1 Authorized Signatory 2 Authorized Signatory 3 Authorized Signatory 4

Name of Authorized
Signatory

Signature

Date
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Sole Proprietorship Online Banking Service Agreement for User Registration form. 

Signature: as per web retriever   

 User identity: 

• NID for Omani Users. 

• Civil ID for Resident Users. 

• Passport copy for non-Resident users.   

Online Banking Service Agreement for 

User Registration form. 

Signed by: business partners as per CR Document 

User Identity copies (for whom access requested) 

Business partners Identity copy (if signatures is not available in 

Sigcap). 

Note: Identity: 

NID for Omani. 

Civil ID for Resident. 

Passport copy for non-Resident. 

Request letter in company letterhead mentioning the company’s 

CIF for which access is requested. 

If customer request to add other or any of the partners to sign 

on behalf of the company then, the same should be mentioned 

in the letter. 

Copy of Commercial Registration (CR) 

document with printing date not more than 90 days.   

3/17 Version: 1.18/March/2023

Company
(SAOG, SAOC)

For View Access

Online Banking Service Agreement for User 
Registration form. 
Signature: as per web retriever   

 

User identity: 
• NID for Omani Users. 

• Civil ID for Resident Users. 

• Passport copy for non-Resident users.   

For Transaction Access
(Initiation & Authorization)

Online Banking Service Agreement for 
User Registration form. 
Signed by: Authorized signatories as per 

Board resolution (SAOG/SAOC) Or CR document. 

User Identity copies (for whom access is requested) 

All Authorized signatories Identity copy 
(if signatures are not available in Sigcap). 

Note: Identity: 

• NID for Omani. 

• Civil ID for Resident. 

• Passport copy for non-Resident. 

Board Resolution/ Extract of Board Resolution mentioning 

the company’s CIF for which access is requested. 

Note: 

Board resolution to be signed by all board members. 
Extract of board resolution may be signed by chairman and 

the board secretary or deputy chairman and the board 

secretary. 

In case of the chairman having ‘Joint powers’ in the 

CR, then one of the member should also sign. 

Or in case the secretary is also one of the member or 

authorize signatory in CR then not required additional 

signature in this case.  

if in CR the authorize signatory mention with limited 

amount authority then they cannot request for more than 

the limit mention   

The board resolution may include all types of payments, 

and all potential online banking users’ names. However, we 

will only add the users/ types of payments filled in the 

application forms. We may use a new application and refer 

back & attached to the same resolution to add more users 

or enable other types of payments when required by the 

corporate.   

Copy of Commercial Registration (CR) 

document with printing date not more than 

90 days.

Documentation required (along with application form)



Entities name

Club Associations

Partnership
Online Banking Service Agreement for User Registration form. 
Signature: as per web retriever   

User identity: 
• NID for Omani Users. 

• Civil ID for Resident Users. 

• Passport copy for non-Resident users.

Online Banking Service Agreement for User Registration form. 
Signature: as per web retriever   

User identity: 
• NID for Omani Users. 

• Civil ID for Resident Users. 

• Passport copy for non-Resident users.   

Online Banking Service Agreement for User
Registration form.
Signed by: signatories authorized as per authorization letter 

from the respective Ministry 

User Identity copies (for whom access is requested) All 

Authorized signatories Identity copy 

(if signatures are not available in Sigcap).

Note: Identity: 
NID for Omani. 

• Civil ID for Resident. 

• Passport copy for non-Resident.

Request letter from respective ministry mentioning the 

organization CIF for which access is requested & list names of 

the authorize signatory:

Clubs & Associations: Ministry of Social development, signed 

by: Chairman of the Club / Association.

Charity Associations: Masjid / Quran Schools / Churches / 

Endowment (Waqf Account): Ministry of Endowment and 

Religious Affairs, signed by HE Minister of Endowment and 

Religious Affairs.

Ministry of Agriculture, Fisheries Wealth and Water Resources.

Government Schools, Ministry of Education signed by Director 

General of the Directorate General in each Governorate. 

Oman Medical Association:

Letter from: Ministry of Social Development.

Clubs and Teams: Ministry of Culture, Sports, and Youth 

signed by Director of finance, Directorate General of Financial 

Affairs. Accounts Related to Dhofar Governorate: Director 

General of the DG of Culture, Sports and Youth Dhofar.

Committees and Federations: Ministry of Culture, Sports and 

Youth signed by HH Minister of Culture, Sports and Youth

Note: If the organization with self-manage provide 

Authorization letter from the respective Ministry mentioning 

the same.

Online Banking Service Agreement for 
User Registration form. 
Signed by: business partner as per CR Document 

User Identity copies (for whom access is requested) 

Business partner Identity copy (if signatures is not available in 

Sigcap). 

Note: Identity: 

NID for Omani. 

Civil ID for Resident. 

Passport copy for non-Resident. 

Request letter in company letterhead mentioning the compa-
ny’s CIF for which access is requested. 
If customer requests to add others to sign on behalf of the 

company then, the same should be mentioned in the letter. 

Copy of Commercial Registration (CR) 
document with printing date not more than 
90 days.   
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For View Access
For Transaction Access
(Initiation & Authorization)

Documentation required (along with application form)
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For View Access Entities name
For Transaction Access
(Initiation & Authorization)

Free Zone companies Online Banking Service Agreement for User 
Registration form. 
Signature: as per web retriever   

 

User identity: 

• NID for Omani Users. 

• Civil ID for Resident Users. 

• Passport copy for non-Resident users.   

Online Banking Service Agreement for User 
Registration form. Signed by: signatories authorized as 
per shareholders resolution / Board Resolution / Extract 
of Board or CR Documents.
User Identity copies (for whom access is requested)
All Authorize signatory identity copy (If signature are 
not available in sigcap.)
Note: Identity:
NID for Omani.
Civil ID for Resident.
Passport copy for non-Resident.
Note:
LLC: Refer to Above LLC. SAOC / SAOG: Refer to 
Above SAOC / SAOG. Non-Omani CR traded as 
Non-Resident Company.
Board Resolution/ Extract / Shareholder Resolution of 
Board mentioning the company’s CIF for which access is 
requested.
Copy of Commercial Registration (CR) document with 
printing date not more than 90 days

Documentation required (along with application form)

Branch Offices

Banks
(Local &
International)
(Only View access
allowed

Online Banking Service Agreement for User 
Registration form. 
Signature: as per web retriever   

User identity: 
• NID for Omani Users. 

• Civil ID for Resident Users. 

• Passport copy for non-Resident users.

• With Omani CR: same requirements as the local company.

• Without Omani CR: requirements are as Non-Residence 
    Company.

Online banking registration form.

• For International Bank required a swift request. (Mention 

the authorized signatory who will sign in the application, 

confirm user’s names).

• For local Bank required Letter from the bank mentioning 

the authorized signatory..

• ID / Passport copy of the users.

• Compliance approval in case of high risk nationality. 

(Users or authorizers).

• Approval from GFI (Global Financial Institutions)

Contractual
Joint Venture entities.

Online Banking Service Agreement for User 
Registration form. 
Signature: as per web retriever   

User identity: 
• NID for Omani Users. 

• Civil ID for Resident Users. 

• Passport copy for non-Resident users.   

Online Banking Service Agreement for User Registration 
form. 

Signed by: Authorized signatories of JV Company.
User Identity copies (for whom access is requested)
All Authorize signatory identity copy (If signature are not 
available in sigcap.)

Note: Identity:
NID for Omani.
Civil ID for Resident.
Passport copy for non-Resident.
Board / shareholder resolutions for both company, the Board 
resolution should state the CIF and the names of the author-
ized signatories who will sign on behalf of the company. The 
resolution should be signed by all the directors or delegated 
Directors Members.
Board resolution for JV Company to request for online 
banking signed by the members of the companies or by the 
authorized signatories.
Valid Commercial Registration (CR) document for both 
companies, with printing date not more than 90 days
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For View AccessEntities name
For Transaction Access
(Initiation & Authorization)

Documentation required (along with application form)

Non–Resident
companies

Online Banking Service Agreement for User 
Registration form. 
Signature: as per web retriever   

 

User identity: 
• NID for Omani Users. 

• Civil ID for Resident Users. 

• Passport copy for non-Resident users.   

Online Banking Service Agreement for User Registration 
form. Signed by: the authorized signatories mentioned in the 
Board of Directors Resolution.
User Identity copies (for whom access is requested)
All Authorize signatory identity copy (If signature are not 
available in sigcap.)

Note: Identity:
NID for Omani.
Civil ID for Resident.
Passport copy for non-Resident.
Articles of Association
Board of Directors Resolution indicating the intent of requesting 
online banking service for specific CIF with Bank Muscat SAOG 
signed by all Directors Members or delegated members Directors 
as per quorum requirements in the Articles of Association of the 
company. The Board resolution should state the names of the 
authorized signatories who will sign on behalf of the company. The 
resolution should be signed by all the directors.
Valid Commercial Registration (CR) document with printing 
date not more than 90 days- showing Board of Directors 
Members names and List of Authorized Signatories.

Note:
The above documents have to be attested by the Ministry of 
foreign affairs in the country of domicile (incorporation) and 
the Omani Embassy in the country of domicile, and the 
Ministry of foreign affairs in Oman

Limited Liability
Company (LLC)

Online Banking Service Agreement for User 
Registration form. Signature: as per web retriever.

 

User identity:
• NID for Omani Users.

• Civil ID for Resident Users.

• Passport copy for non-Resident users.

 

Online Banking Service Agreement for
User Registration form.
Signed by: signatories authorized as per Shareholder resolution or 
CR document.
User Identity copies (for whom access is requested) All Authorized 
signatories Identity copy (if signatures are not available in Sigcap).
Note: Identity:
• NID for Omani.
• Civil ID for Resident.
• Passport copy for non-Resident. Shareholder resolution 
mentioning the company’s CIF for which access is requested.
Note:
If all the shareholders are individuals all of them should sign.
If the shareholders are companies then all the authorized signatories 
who have full/ financial authorization should sign + any individual 
shareholder.
If the company only has CR signatories with Fulllimited & 
Financial –Limited powers then in such case these limited 
signatories can sign.
If the CR authorized signatories are signing on behalf of parent 
companies shareholders, then the authorization limits requested in 
the internet banking resolution should not exceed the CR 
authorization limits.If it exceeds that, then the resolution should be 
signed by the delegated persons of the parent companies based on a 
power of attorney or by all shareholders of the parent companies.
The board resolution/ shareholder resolution may include all types 
of payments, and all potential online banking users’ names. 
However, we will only add the users/ types of payments filled in the 
application forms. We may use a new application and attached & 
refer back to the same resolution to add more users or enable other 
types of payments when required by the corporate.
Copy of Commercial Registration (CR) document with printing 
date not more than 90 days
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For View Access

Online Banking Service Agreement for User 
Registration form. Signature: as per web retriever.

 

User identity:
• NID for Omani Users.

• Civil ID for Resident Users.

• Passport copy for non-Resident users.

Online Banking Service Agreement for User Registration form. 
Signed by: Authorized signatories as per authorization letter

User Identity copies (for whom access is requested)

User identity:
• NID for Omani Users.

• Civil ID for Resident Users.

• Passport copy for non-Resident users.

Authorization Letter mentioning the entity’s CIF for which access 
is requested. Signed as per below:

For Ministries: signed by the Minister or during his absence the 
UnderSecretary or whoever authorized by the Minister.

For Public Authorities: signed by the Head of the Authority.

For Security Departments: signed by the commander or minister 
or whoever is authorized by the head.

For Embassies: signed by Ambassador or Charge de’ Affairs during 
the absence of the Ambassador

For Pension funds: singed by the Head (CEO/ General Manager).

For Committees: singed by the Wali (Head) or Director of Social 
Development Department in the Welayat or Chairperson.

For Governmental Associations, Unions & Federations: singed by 
the Head or whoever authorized by him during his absence.

For Transaction Access
(Initiation & Authorization

Documentation required (along with application form)

Government: 
Ministries, Public 
Authorities, Security 
Department, 
Embassies, Quasi 
Government. 
Associations, Unions 
& Federations.
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Terms & Conditions

The Internet Banking and Mobile Banking Service is made available to the Customer(s) by the Bank on the following Terms 
and Conditions. These Terms and Conditions, together with the General Banking Terms and Conditions available as available at 
https://www.meethaq.om/en and any service specific Terms and Conditions apply to the use of the Service. The Customer understands 
that he/she is required to read these Terms and Conditions before availing the Service. By using the Service, the Customer irrevocably and 
unconditionally agrees to these Terms and Conditions.

1. Definitions

In these terms & conditions:

a) “Anti-Money Laundering” includes policies, laws and regulations enacted by different authorities for the purposes of preventing 
financial crimes related to illegally obtained funds.

b) “Application” is the Service application form filled in by the Customer and supplementary to these Terms and Conditions. 
c) “Bank” means Meethaq Islamic Banking, an Islamic window of Bank Muscat SAOG, which is a public joint stock company 

incorporated in accordance with the laws of the Sultanate of Oman under commercial registration number 1145738, being a financial 
institution licensed and regulated by the Central Bank of Oman and the Capital Market Authority, whose head office is at Building 
Number 120/4, Block Number 311, Street Number 62, Airport Heights, Muscat, the Sultanate of Oman.

d) “Customer” refers to the individual account holder or legal entity who holds a Bank Account.
e) “User” means person/s for whom the Customer authorizes the Bank to generate and issue User ID, Passwords and Tokens for 

operating the Service for the Customer.
f) “Cellular Service Provider(s)” shall mean any person/organization permitted by the Sultanate of Oman or any competent authority 

to provide mobile/cellular services that support voice and data traffic.
g) “Account” or “Bank Account” shall mean any account(s), credit card account(s), finance / facility account(s), deposit account(s) 

and/or any other type of account(s) held with the Bank for purposes of the Service. 
h) ‘’Biometric Authentication’’ means fingerprint or touch ID or face recognition ID or any other biometric identifier stored on your 

device settings as an alternative or additional authentication to a Mobile PIN.
i) “Business Day” means any day from Sunday to Thursday, excluding public holidays or other official holidays that banks are closed 

for business in the Sultanate of Oman.
j) ‘’Client Application’’ shall be the software/website provided by and modified from time to time by the Bank using which the 

Customer will be able to access the Service and his/her Bank Account related information through a cellular (5G/4G/3G/2G/
GPRS), wireless / wired Internet connection.

k) “Facility(ies)” means the Internet Banking and the Mobile Banking facility availed by the Customer from the Bank to use the 
Service in accordance with these Terms and Conditions and the Specific Terms and Conditions.

l) “Force Majeure” means an event or sequence of events beyond the Bank’s control, preventing or delaying it from performing its 
obligations under these Terms and Conditions, including but not limited to acts of God, riots, floods, service disruptions, strikes, 
earthquakes, hurricanes, lightning, explosions, pandemics, or epidemics.

m) “General Terms & Conditions” means the ‘Accounts & Deposits General Terms & Conditions’ for individual customers or the 
‘Conditions Governing Conduct of Accounts’ for business entities.

n) “Instructions” means any instructions received by the Bank whether physically or through a written request sent by the Customer 
using various electronic means of communication, including without limitation, orders, messages, data, information, or other 
materials that relate to the Service and are sent to the Bank through the Client Application.

o) “Internet” means a globally connected network system facilitating worldwide communication and access to data resources through 
a vast collection of private, public, business, academic and government networks.

p) “Internet Banking” refers to the Facility offered by the Bank available to the Customer and User through the Internet in relation 
to the Account to facilitate the Service including (but not limited to), Account balance enquiry, transactions details of Account(s), 
statement of Account, transfer of funds, bill payment and any other service as the Bank may offer to the Customer from time to time.

q) “Mobile Banking” refers to the Facility offered by the Bank available to the Customer through Mobile Phone(s) in relation to 
the Customer’s Account to facilitate the Service including (but not limited to) Account(s) information, transactions details, bill 
payment, money transfer, Mobile Payments and any other service as the Bank may offer to the Customer from time to time.

r) “Mobile Phone(s)” shall mean a wireless enabled mobile device or any type of mobile phone(s) owned/in the control of the 
Customer which supports voice and data exchange offered by any Cellular Service Provider.

s) “Mobile Banking Password or PIN (MPIN)” means the personal identification key established by the Customer for the purposes 
of accessing the Bank’s Mobile Banking.

t) ‘’Mobile Phone Number’’ means a distinctive Mobile Phone number registered with the Bank by the Customer through the allowed 
Bank channels or otherwise for the purpose of availing the Facility.

u) ‘’Mobile Payments’’ means financial transactions done through the use of Mobile Phones based on the information exchanged 
between the Bank and its Customers. A Mobile Payment involves Debit/ Credit to the Customer’s Account on the basis of 
instructions received through a Mobile Phone. 

v) “United Sates of America Office of Foreign Assets Control (OFAC)” means the US Department of the Treasury that administers 
and enforces economic and trade sanctions based on US foreign policy and national security goals against targeted foreign countries 
and regimes, terrorists, international narcotics traffickers, those engaged in activities related to the proliferation of weapons of mass 
destruction, and other threats to the national security, foreign policy or economy of the United States.

w) “Office of Financial Sanctions Implementation (OFSI)” means the authority for the implementation of financial sanctions in the 
United Kingdom. 



x) “OTP” means a One Time Password sent to the Customer’s Mobile Phone via SMS or email or generated through a physical/soft 
authentication device or Token for purpose of authentication.

y) “Specific Terms and Conditions” means any other terms and conditions relating specifically to the Service, which are separately 
available on the Bank’s website through https://www.meethaq.om/en updated, novated, varied from time to time by the Bank and 
are notified to the Customer.

z) “SMS” means Short Messaging Service, which is the transmission of short text messages to and from SMS enabled devices including 
but not limited to, mobile phones.

aa) “Terms and Conditions” means these Terms and Conditions including any amendments and any and all annexure, schedules, 
exhibits, appendices attached to it or incorporated by reference from time to time.

ab) “Security Identifier” refers to the User’s / Customer’s own User ID, password / Token / MPIN, SMS OTP or the OTP/PIN generated 
using the Token to the Customer or by using any other unique identifier issued by the Bank.

ac) “Pin Mailer” or “Password Mailer” refers to any document or/ packaging used to deliver the Password associated with the Service 
to the Customer.

ad) “Secured Token” or “Token” means the Client Application downloaded by the Customer, or the physical / digital device provided 
by the Bank to the Customer at the Customer’s request for the purpose of sending push notifications, generating a QR code, or 
generating OTP in order to conduct Internet Banking transactions.

ae) “Service” refers to the any of the channels such as Internet Banking or Mobile Banking Service which the Bank is offering to its 
customers enabling them to view their accounts and perform transactions and includes, without limitation:
a. Internet banking services;
b. Mobile Banking;
c. SMS or telephone banking;
d. Point of Sale banking;
e. e-Wallet banking;
f. Video Kiosk banking.

2. The Service

a) The Bank may offer the Internet Banking and Mobile Banking services to selected customers at its discretion.
b) The operation and maintenance of the Account (where applicable) is subject to the General Terms and Conditions available online 

at https://www.meethaq.om/en. If the Account is closed, then the access to Account through the Service will also be revoked or 
cancelled immediately. 

c) The channel of registration for both Internet Banking and Mobile Banking will be common. Furthermore, the User IDs and the 
passwords on both Internet Banking and Mobile Banking will be unified. The Customer will be able to use same User ID and 
password on both the Internet Banking and Mobile Banking. A Customer who is registered on Internet Banking will automatically 
be registered for Mobile Banking and vice versa.

d) The Mobile Banking can only be used by an individual Bank Account holder; joint Bank Account holders yet corporate Bank 
Account holders are not eligible to use Mobile Banking. Internet Banking can be used by individual Bank Account holders & 
corporate Bank Account holders.

e) Any Electronic Instruction received by the Bank after the relevant cut-off time on a Business Day (as notified from time to time by 
the Customer) or on a non-Business Day will be treated as an Instruction received on the next Business Day. 

f) Transactions are subject to the daily cumulative transaction limit as specified by the Bank from time to time.
g) The Bank shall be irrevocably authorized by the Customer to accept and act upon Instructions given by the Customer, relying on the 

Security Identifiers, including the debit or credit to the Bank Account with all such transaction Instructions or carry out any Service 
requested without further authority from the Customer. The Customer hereby agrees to fully indemnify and hold the Bank harmless 
from any claims, losses, liabilities, costs, obligations, fees and charges that may arise from the Bank’s compliance to any Instructions 
received from the Customer, or in which appear to the Bank to have been given by the Customer.

h) The Customer shall be responsible for his Internet Banking, Mobile Banking and Mobile Phone and any usage of the same, whether 
by a third party or any other person and that the same shall be deemed to be a usage by the Customer. It shall be the sole responsibility 
of the Customer to inform the Bank about any change with regard to the Mobile Phone Number or any other material information 
and that the Bank shall not be, in any way, liable or responsible for any loss, damages, costs, charges or expenses suffered/incurred by 
the Customer by reason of his failure to do so. It shall be the sole responsibility of the Customer to inform the Bank to disable the 
User ID / Password / MPIN / Biometric Authentication / Secured Token if the confidentiality of the same has been compromised 
and the Customer shall also be solely responsible for any transactions/information, etc., which may be carried out/exchanged using 
the User Id, Password / MPIN, Biometric Authentication, Secured Token or Mobile Phone till such time the Bank is notified by the 
Customer. All records of Bank generated by the transactions arising out of use of the Facility, including the time of the transaction 
recorded, shall be conclusive proof of the genuineness and accuracy of the transactions. The authority to record the transaction 
details is hereby expressly granted by the Customer to the Bank.

i) The Customer agrees that at no time shall it attempt to effect transactions executed through the Service unless sufficient funds are 
available in the Customer’s account/s. The Customer agrees that transactions scheduled for future date will be executed by the Bank 
only if the sufficient funds are available in the account on the relevant date and further agrees that the Bank is under no obligation 
to honor Instructions unless there are sufficient funds in the designated account/s at the time of receiving its payment instructions 
and / or at the time such payments fall due.

j) The Customer agrees that some Instructions given by the Customer are subject to authorization by officer/s of the Bank, and 
therefore may not be immediately and automatically affected. The customer further agrees that the Bank reserves the right to allow 
or disable such if the Bank deems at its sole discretion that such Instructions are not in line with the Terms and Conditions.

k) The display or printed output produced by a User at the time of the use of the Service is a record of the operation of internet or 
mobile access and shall not be construed as the Bank’s record of transactions. The Bank’s own record of transactions maintained 
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through computer systems or otherwise shall be accepted as conclusive and binding unless any discrepancy is pointed out to the Bank 
within 10 (ten) days of receipt of such statement by a Customer.

l) The Customer agrees and authorize the Bank, at its discretion to record by whatever means the transactions which the Customer 
or the User effect via Internet Banking and Mobile Banking Facility and that such records may be used by the Bank for the purpose 
of, amongst other things, establishing or verifying that a particular transaction was affected through the use of User ID and User 
passwords.

m) Records maintained by the Bank of any Instruction given by the Customer under this Service shall be conclusive evidence of the 
Customer’s Instruction and the time it was give except in the case of manifest error.

n) The Customer / User is responsible for the accuracy of all information supplied to the Bank through the use of this Service and any 
other means such as electronic mail or written communication and the Bank shall not be liable for any consequences by reason of 
erroneous information provided by the Customer / User. Where the User discovers an error or mistake, then the Customer/ User is 
obligated to inform the Bank immediately.

o) The Bank shall have the right of set-off and lien in respect of any of the Customer’s linked Accounts, either joint or single with 
regard to any outstanding dues arising out of the Service.

p) The Customer confirms that all transactions conducted through the accounts will be in line with the local Anti-Money Laundering 
laws and regulations. In this regard, the Customer confirms that the Bank reserves the right to block / restrict / close the account 
if the Customer acted in contradiction to the Anti-Money Laundering laws and regulations and/ or facilitated any illegal activity 
through the Account;  

q) The Customer confirm that the transactions conducted through the Account will not have any direct or indirect link to any 
internationally sanctioned parties which include entities/ individuals that are United Nations (UN) sanctioned, United States of 
America Office of Foreign Assets Control (OFAC) sanctioned, European Union (EU) sanctioned or other sanctioning jurisdictions/ 
authorities wither local or international. The Customers confirms that the Bank reserves the right to block/ close the Account 
or take any other necessary action if the Customer or User or any of the Customer’s connected parties have apparently indulged 
in any illegitimate transactions or if it was evident that the Customer was sanctioned by any of the bodies mentioned above or 
have transacted with any individual/ entity that is directly or indirectly sanctioned by the above-mentioned bodies. The Customer 
confirms that the Bank also reserves the right to close the accounts of connected parties of any corporate Customer if it was evident 
that the Customer is sanctioned or dealt with any sanctioned entity / individual whether directly or indirectly. Connected party for 
the purpose of this clause are companies in which the Customer has shareholding in, authorized signatory of, or a board member in. 
This also includes first degree blood relatives.    

r) The Bank reserves the right to conduct a periodic cleanup of its records and delete registration of all beneficiaries and billers who 
are inactive for a period of two (2) years (i.e. beneficiaries and billers that the Customer has not sent any amounts to, or has not sent 
any instructions to the Bank with regards to, during such period).

s) The Bank shall link or unlink any Accounts opened in the name of the Customer, subsequent to this Application. The Customer 
agrees and acknowledges that such linking or unlinking can be due to prevailing rules, laws or / and regulations of the Bank.

3. Security

a) Security Identifiers shall be kept confidential at all times by the Customer. This shall remain the sole obligation of the Customer.
b) The Customer must logout from his/her account when leaving their computer, device or Mobile Phone unattended. 
c) The Customer agrees to duly acknowledge the receipt of its Security Identifiers such as Pin / Password Mailer / Tokens according 

to the Bank’s requirements. The Customer also agrees that Bank has a right to retain the Customer’s Internet Banking and Mobile 
Banking User ID in disabled status till the Bank receives proper acknowledgement from the Customer.

d) The Customer is aware that it is the Customer’s responsibility to obtain and maintain any equipment, which may be necessary for 
using Internet Banking and Mobile Banking, in proper working condition and with adequate safeguards against malicious threats to 
such equipment or to Internet Banking and Mobile Banking.

e) If the Customer becomes aware that its Security Identifiers appear to be known to a third party, the Customer must inform the Bank 
immediately. The Bank is not liable for loss from any unauthorized transactions or otherwise by use of the Account through the 
proper Security Identifiers.

f) The Customer agrees that electronic mails are not acceptable as means of Instructions and the Bank shall not act on such Instruction 
received via electronic mail from the Customer for the purposes of these Terms and Conditions.

g) The Customer should be aware that the Internet is not a completely reliable means of communication and should the customer 
choose to communicate through such means, he/she does it at his/her own risk.

4. Liability

a) The Bank shall not be liable to the Customer for any negligence, breach of contract, misrepresentation or otherwise for any loss 
howsoever caused (including any loss direct, indirect, incidental, consequential and irrespective of whether any claim is based on 
the loss of revenue, investment, production, goodwill, profit, interruption of business) to the Customer by reason of but not limited 
to, any of the following:

I. The Customer’s use of the Service, Secured Token, or any materials or software provided or downloaded from the website 
Client Application; 

II. Failure on the part of the Customer to use or access the Service at any time and any error in the provision of any part of it; 
III. Any delay or failure of any transmission or receipt of any instructions or notification sent through the Service;
IV. The Customer’s use of electronic mail or other non-secure electronic Instructions to provide Instructions to the Bank; 
V. Any inaccurate information or opinions displayed through the Service or the Customer’s reliance thereon; 
VI. Any loss incurred by the use of User ID and Security Identifier such as Tokens or password/s issued to the Customer / 

Company or to Users or any substitutes thereon used without the Customer’s consent. 
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VII. Any loss caused by failure to safeguard the Security Identifiers issued to the Users. 
VIII. The Customer shall be liable to the Bank for any loss incurred by the Bank as a result of a claim made against the Bank by 

reason of improper use of the Service by the User.
IX. Customer acknowledge the validity of all orders issued to the Bank vide the Customer User ID and shall waive all his / her 

claim(s) or objections for the implementation by the Bank of those orders. 
b) The Bank will not be able to act on a Customer’s Instructions submitted through the Service if the Bank suspects or reasonably 

considers that the:
I. The Customer’s Instructions may not be accurate or authentic; 
II. The Bank may be in breach or contravention of any laws, regulations or other such duty by acting on such Instructions;
III. The Bank cannot comply with the Terms and Conditions by reasons of conditions beyond the Bank’s control (including 

any systems or equipment failure, industrial disputes or force majeure).

5. Personal Information

a) The Customer has a right to have its personal and financial information protected and the Bank agrees to endeavor to take 
all appropriate control and protection measures to keep the Customer’s personal and financial information safe, unaltered and 
confidential. The Customer agrees that the Bank may store its details and the personal details of each User on data systems and that 
such data may be used in connection with other services as well as statistical analysis and credit scoring. 

b) Subject to the preceding Clause, the Bank and its assignees and affiliates reserve the right to disclose the Customer’s information to 
third parties:

i. where it is necessary for completing any transaction requested, instructed or authorized by the Customer; 
ii. if required or permitted by law, regulations, government instructions and/or court order, to comply with legal and regulatory 

requirements;
iii. to enforce any rights and/or the performance of any obligation arising in respect of the Account, credit registries, debt 

collection and credit bureaus; 
iv. to enforce and/or defend the Bank’s rights and interests;
v. for the internal operational requirements of the Bank; or
vi. where the Customer provides the Bank with prior written consent.

6. Proprietary Rights

a) With the exception of the Customer’s personal data, no proprietary rights or ownership rights vest in the Customer by reason of use 
of the any of the software provided for use of the Service.

7. Termination

a) The Customer may request termination of the Service by providing a written notice to the Bank at any of its branches. The Bank 
will process the same within 15 days of receipt of the termination request. The Customer shall be responsible for all transactions till 
the time of cancellation of the Service which shall not exceed 15 days from the date of the Bank’s receipt of the termination request. 

b) The Bank may withdraw or suspend the Service provided to the Customer by notice in accordance with these Terms and Conditions 
or as per General Terms and Conditions.

c) Notwithstanding the preceding clause, the Bank may immediately terminate the Service by giving notice to the Customer in line 
with these Terms and Conditions or the General Terms & Conditions if the following occurs:

i. the Customers commits a breach of these Terms and Conditions or General Terms and Conditions and such breach is not 
remediable;

ii. the Customer commits a breach of these Terms and Conditions or General Terms and Conditions which is not remedied 
within thirty (30) days of receiving written notice of such breach;

iii. the Customer has failed to pay any amount due under these Terms and Conditions on the due date and such amount 
remains unpaid for a period of thirty (30) days after the Customer has received written notification that the payment is 
overdue or any other amount due under any agreement with the Bank; or

iv. any amount due as per the Tariff Book available at https://www.meethaq.om/en/about/Documents/Tariff_Booklet_En.pdf; 
or 

v. any consent, license or authorization held by the Bank is revoked or modified such that the Bank is no longer able to 
comply with its obligations under these Terms and Conditions or provide a service in whole or in part.

vi. Such termination is required by law or instructed by regulatory authorities.
vii. Any event as defined in General Terms and Conditions.

d) Termination or expiry of these Terms and Conditions will not affect any accrued rights and liabilities of the Bank at any time up to 
the date of termination.

e) Once either the Bank or the Customer terminates the Service, no further or pending transfers may be made, including (but not 
limited to), any transfers scheduled in advance or any preauthorized recurring transfers. Access to account information and other 
functions of the Service will also cease upon termination of these Terms and Conditions.

f) The Bank may, at its discretion, withdraw temporarily or terminate the Services for any maintenance activity or in case of any 
emergency / security reasons. The Bank shall endeavor to give a reasonable notice for suspension or termination of the Services but 
shall not be responsible if such an action has to be taken for reasons of security or emergency. 
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8. Amendments and Notices

a) The Bank shall use its best endeavors to pre-notify the Customer of any amendments to these Terms and Conditions and/or Specific 
Terms and Conditions by way of SMS to the Customer’s registered mobile number, e-mail to the Customer’s registered e-mail address, 
and letter to the Customer’s postal address.

b) General updates that affect all of the Bank’s customers will also be posted by the Bank on its social media, corporate website 
(https://www.meethaq.om/en) and displayed at branches. 

c) The Bank reserves the right to levy and amend Service charges from time to time for any Services provided which will be published 
on the tariff book available on https://www.meethaq.om/en/about/Documents/Tariff_Booklet_En.pdf as well as any changes or 
alterations in charges, by notifying the Customer in accordance with these Terms and Conditions.  

d) Such changes will become effective sixty (60) days from the date of notice (unless a different effective date is provided in the notice). 
e) Notices under these Terms and Conditions may be given to the Bank by the Customer and to the Customer by the Bank in 

accordance with the General Terms and Conditions.

9. Force Majeure

a) Where a Force Majeure event occurs, or is reasonably likely to occur, the Bank shall not be liable to the extent that it is delayed in or 
prevented from performing its obligations under these Terms and Conditions due to Force Majeure, and the obligations of the Bank 
shall be suspended for the duration of the Force Majeure event.

b) The Bank shall not have any liability for any failure or delay in performance of these Terms and Conditions to the extent the same 
results from a Force Majeure or any event beyond the control of the Bank.

10. Remittances and Swift Transfers

The Customer understands that in relation to remittances and swift transfers, the correspondent bank or intermediary bank may require 
further information related to the Customer upon receipt of the transfer request. 

a) The Customers agree to promptly respond to queries from the Bank or correspondent bank when received, and initiate only 
legitimate transactions supported by genuine documentation substantiating the transaction. Failure to respond in time to such 
queries may result in rejection of the transaction or delays. The Customer agrees that the foreign correspondent bank or the Bank 
may not process the payment and keep the payment on hold if the queries raised are responded to in a timely manner.

b) The Customer agrees that the correspondent bank, may reject, return, block the remittance and may report to United States of 
America Office of Foreign Assets Control (OFAC) / Office of Financial Sanction Implementation (OFSI) or may issue cease & 
desist notices if the queries are not responded promptly or if the payment contravenes with the correspondent banking policies. The 
Customer agrees that blocked payments / funds will be released only after due authorization and the release of funds will depend 
on United States of America Office of Foreign Assets Control (OFAC) or Office of Financial Sanction Implementation (OFSI) 
decision, which might take several months or years. 

c) The Customer hereby agrees not to initiate remittances which directly or indirectly involve, drug, illegal exotic animal, human 
trafficking or any illegitimate or illegal or any association or connection with any countries, individuals / entities / items, goods or 
services, prohibited /blacklisted by local authorities or the United Nations, United States of America through the United States of 
America Office of Foreign Assets Control (OFAC), or Office of Financial Sanction Implementation (OFSI), the European Union 
or any other sanctioning bodies under their latest regulations and that the remittances initiated by them are in conformity with all 
applicable sanctions guidelines. It is also the responsibility of the Customer to ensure payments are not being made to any mentioned 
sanctioned entities or jurisdictions.

d) The Customer confirms the remittance to be legitimate and agree to process the transaction at Customers’ own risk and responsibility, 
and hereby unconditionally holds harmless and indemnify the Bank against any loss, expense, damage, penalty, fine or claim, whether 
judicial or otherwise, incurred by and/or due to non-compliance with the sanctions and policies in relation to the remittance / 
operation of the above Account/s transactions Customer agrees that the Bank has the right to block, close his/her accounts or take 
any other necessary action if the Customer or any of the Customer’s connected parties have apparently indulged in any illegitimate 
transactions or became sanctioned by any of the bodies mentioned above or transacted directly or indirectly with any entities, 
whether legal or natural, that is sanctioned by any of the above mentioned bodies. Connected party for the purpose of this clause 
are companies in which the Customer has shareholding in, authorized signatory of, or a board member in. This also includes first 
degree blood relatives.

e) The Bank may, at its sole discretion reject any transfer/remittance (outward/inward) request in case: 
i. there are insufficient balances in the Account; 
ii. does not meet the Bank’s internal compliance requirements/policies;
iii. any rules, procedures and regulations related to international sanction laws or regulations restrict such transfer/remittance;
iv. any issues, policies, or obligations related to correspondent banking requirements restrict such transfer/remittance;
v. authorized signatory mismatch; or
vi. incorrect, incomplete, ambiguous or proscribed information are provided by the Customer. In such case, the Bank shall incur 

no liability whatsoever for any loss or to any third party in this connection.
vii. non-availability of valid underlying supporting documents to avail the Service.

11. Prevailing language

a) These Terms and Conditions are made in Arabic and English. However, if there is discrepancy between Arabic and English texts, 
the Arabic text shall prevail. 
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12. Governing Law and Jurisdiction

a) These Terms and Conditions shall be governed by and construed in accordance with the laws of the Sultanate of Oman. 
b) Any dispute arising out of or in connection to these Terms and Conditions shall be subject to the exclusive jurisdiction of the courts 

of Sultanate of Oman. 
c) The fact that the Service can be accessed through the internet by a Customer in any other country other than the Sultanate of 

Oman does not imply that the laws of the said country govern these Terms and Conditions and / or operations relating to any of the 
Accounts of the Customer under this Service.

13. Customer Grievances

a) Recognizing the value and importance of full discussion in preserving harmonious relations, every possible effort shall be made by 
both the Bank and the Customer to address and resolve any grievance or complaint as expediently as possible. 

b) Shall a Customer have any query or complaint regarding these Terms and Conditions, they may contact the Bank by visiting the 
nearest branch, calling the Call Centre at 2465 6666, or through email to the following email Meethaq_Internet_Banking_wecare@
bankmuscat.com

c) The Customer shall use its best endeavors to raise any concerns to the Bank regarding discrepancies in account transactions appearing 
in the Customer’s bank statements, within ten (10) Business Days of receipt of the bank statement. 

14. Miscellaneous

a) The headings of these Terms and Conditions are for convenience and reference only and they shall not be used in the interpretation 
or execution of any provision of these Terms and Conditions.

b) These Terms and Conditions constitute the entire understanding between the Bank and the Customer in respect of the matters 
included herein and supersede any previous agreements, promises, assurances, warranties, representations, understandings and 
discussions between the Bank and the Customer relating to such matters, whether written or verbal, and shall override all other terms 
and conditions inconsistent herewith whether expressed or implied.  Both the Bank and the Customer warrant to the other that they 
have not relied upon any representation not recorded here which has induced them to enter into these Terms and Conditions.  This 
clause does not exclude or limit the liability of either Party in respect of any fraud.

c)  In case there is a conflict or repugnancy between these Terms and Conditions and any Specific Terms and Conditions, these Terms 
and Conditions would prevail for all intents and purposes. Terms used hereunder but not defined herein shall have the meaning 
assigned to them under the General Terms and Conditions and/or the Specific Terms and Conditions. In these Terms and Conditions 
all reference to Customer in masculine gender shall be deemed to include the feminine gender. 

d) If any part of the Terms and Conditions is or becomes invalid, illegal or unenforceable, it is deemed to be modified to the minimum 
extent necessary to make it valid, legal, and enforceable. If that is not possible, that part is deemed to be deleted. Any modification 
to, or deletion of, any part of the Terms and Conditions does not affect the validity and enforceability of the remaining provisions 
of the Terms and Conditions. 

e) The Customer may not assign or transfer the Service, Secured Token or these Terms and Conditions to any third party.  No term of 
these Terms and Conditions are intended to confer a benefit on, or be enforceable by, any person who is not a party to these Terms 
and Conditions.

f) No forbearance, delay or failure by either the Bank or the Customer in enforcing its respective rights shall prejudice or restrict the 
rights of one of them, and no waiver of any such rights or of any breach of any contractual terms shall be deemed to be a waiver of 
any other right or of any later breach. 

g) Obligations specified herein shall be binding on the Customer and the Bank.
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Internet Banking setup & administration guidelines

• Segregate responsibility: Assign different employees as
initiators and authorizers.

• Multiple Levels of approvals: Ensure joint transaction approvals by two or 
more authorizers.

• Regularly updated user Email IDs and mobile numbers: Notify the bank 
immediately in case of changes in any user information.

• Disabling user ID: Set up a process to disable the user ID for an employee 
no longer authorized to have Internet Banking access. Government and 
Private Entity must submit to the bank the additional service form filled to 
disable the user ID. This process can take up to one week. The company is 
responsible to physically take the secure token from the user to ensure no 
transactions can be made.The responsibility for submitting such requests 
and validating users have been disabled will be the customer’s. The custom-
er will where applicable request confirmation from the bank when the user 
access is removed/ deactivated. Only then can the company rely on 
deactivation/ user removal being completed.

• My profile section: Regularly check and update “My Profile”
of Internet Banking.

• Change of passwords: Strong passwords should be created with a 
combination of alphanumerical and special characters and login 
passwords should be periodically changed.

IT & internal system related guidelines

• Ensure and update safe & sufficient IT controls within the company includ-
ing firewalls, anti-spyware etc.

• Limit exposure to Internet content & block access to any site/web address 
that is not relevant to business needs.

User responsibility and education guidelines

• Users should never share sensitive information like user passwords, PIN 
numbers and OTPs (one time passwords) with anyone or through any 
suspicious channel of communication.

• Educate your Internet Banking users through periodic Internet Banking 
training about Internet fraud.

• Users should be encouraged to use the security feature of bank’s Internet 
Banking system like Virtual Keyboard, Norton Secured URL verification 
etc.

• Inform the Internet Banking users not to open email attachments or visit 
website links which they suspect are of suspicious origin.

• The concerned Government and Private Entity should sign a security 
agreement, acknowledging that they will make proper use of the Govern-
ment and Private Entity computer, systems and Internet Banking access.

• Use the correct URL of Internet Banking. Don’t use random URLs shared 
by others without verification.

• Users must always logout from his/her account when leaving his/her 
computer unattended.

• Keep checks on the last login specifics and last unsuccessful login date and 
time details.

• Avoid saving user IDs & passwords in the browser or writing them down.
• Verify the underlying documents for a payment while initiating and approv-

ing the payments.

Confirmation of Government and Private Entity

We undertake that these essential measures have been communicated to all 
the Internet Banking users and related departments within our organization.

We understand that the enhancement of platforms, systems, processes related 
to payments is an on-going activity and we shall continue to take the necessary 
measures required for the safe usage of these platforms.

These suggested measures are indicative and should not be construed as a 
complete list of measures. The organization should from time to time seek 
expert advice from their business/audit/IT and related departments to 
further strengthen the processes and systems around the corporate Internet 
Banking platform and internal payment platforms of the organization.

In agreement whereof we sign hereunder on this ............................. day of 
..........................................................

For and on behalf of  

Name: ...............................................................................................

Signature: .........................................................................................

Name: ...............................................................................................

Signature: .........................................................................................

Name: ...............................................................................................

Signature: .........................................................................................

Essential Security Measures for Corporate Internet Banking
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Checked by: ............................................................................................... Approved by: ......................................................................................

Signature:  ................................................................................................. Signature: ............................................................................................

Date: .......................................................................................................... Date: .....................................................................................................

User 1 User 2 User 3 User 4

User Name

Accounts to
which access
should be
restricted

Account Access Restriction
In below table, specify the accounts for each user for which access through Internet Banking should be restricted.

User 1 User 2 User 3 User 4

User Name

User Signature

Annexure A

User Signature

For bank use only 
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OR

Annexure B (DRAFT)

Name of Authorized Users Designation Civil ID / Resident ID

Extract of Board Resolution (for SAOG/ SAOC)/ Shareholder Resolution (for LLC Companies)
approving signatories to operate the Company’s bank Accounts through Internet Banking Services

1. IT is Resolved that account(s) with bank (“the bank”) can be operated through Electronic/Internet Banking Service currently known as Internet 
Banking as provided by the bank. [In case the company chooses to avail Authorization required – without amount slabs: the below language shall be includ-
ed in the Board Resolution]

2. IT is Resolved that the following person(s) be the delegate authorized user(s) to operate all the accounts of the Company that are operated through 
Internet Internet Banking services for unlimited amounts so long as the authorizations are provided [singly by any one] or [jointly by any Two/ Three] of 
the authorized users mentioned below:

It is further resolved that each and every Internet Banking transaction should be authorized through the internet Banking services in accordance with the 
following table.

[In case the company chooses to avail Authorization required – with amount slabs: the below language shall be included in the Board Resolution]
2. IT is Resolved that the following persons be the delegate authorized users to operate all the accounts of the Company that are operated through Internet 
Internet Banking services.

Authorization Level User Name User Name User Name User Name

Authorizer – Group A

Authorizer – Group B

Authorizer – Group C

From (amount in OMR) To (amount in OMR) Authorization required from

Group A Authorizer
 Any 1 Authorizer
 Any 2 Authorizers

Group A Authorizer
 Any 1 Authorizer
 Any 2 Authorizers

Group A Authorizer
 Any 1 Authorizer
 Any 2 Authorizers

Group B Authorizer
 Any 1 Authorizer
 Any 2 Authorizers

Group B Authorizer
 Any 1 Authorizer
 Any 2 Authorizers

Group B Authorizer
 Any 1 Authorizer
 Any 2 Authorizers

Group C Authorizer
 Any 1 Authorizer
   Any 2 Authorizers

Group C Authorizer
 Any 1 Authorizer
 Any 2 Authorizers

Group C Authorizer
 Any 1 Authorizer
 Any 2 Authorizers

+

+

+

+

+

+

Authorized Signatory 1 Authorized Signatory 2 Authorized Signatory 3 Authorized Signatory 4

Name of Authorized
Signatory

Signature

Date

Company Seal / Stamp

Signatures of Authorized Signatories
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Signature

Designation

Name

Company Seal / Stamp

Notes:

• This a draft of the suggested Board / Shareholder resolution. Please provide a copy of the Resolution printed on the company letterhead, duly signed 
& stamped by the authorized signatory.

• A copy of this board / committee resolution is required if the company is requesting for Internet Banking services for the first time or when there is any 
change to ‘Authorized Persons’.

Names of Authorized Signatories (authorized to sign board / shareholder resolution extract on behalf of company)

3. Further resolved that an 1/2/3 (group of Authorized signatories/ named people as per below table) is/are Singly / Jointly authorized to
a. Request for addition of new users for the sole purpose of viewing and /or transaction initiation only through Internet Banking services of the bank
b. Request for deletion of users from Internet Banking having viewing, initiation and/or authorization rights
c. Duly sign and submit all Internet Internet Banking Services document(s) required by the bank in accordance with this Board Resolution.

Signatures of Authorized Signatories

4.The bank is hereby authorized to honour all the Type of Transactions mentioned above that are duly authorized by the Authorized Persons mentioned 
above by way of electronic authorization through Internet Banking Services of the bank.

Annexure B (DRAFT)

Name of Authorized Users Designation Civil ID / Resident ID

Company Seal / Stamp


